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<table>
<thead>
<tr>
<th>Attribute</th>
<th>Type</th>
<th>Consent</th>
<th>Notify</th>
<th>Audit</th>
</tr>
</thead>
<tbody>
<tr>
<td>Fullname</td>
<td>Public</td>
<td>○</td>
<td>○</td>
<td>○</td>
</tr>
<tr>
<td>Gender</td>
<td>Public</td>
<td>○</td>
<td>○</td>
<td>○</td>
</tr>
<tr>
<td>DataOfBirth</td>
<td>Public</td>
<td>○</td>
<td>○</td>
<td>○</td>
</tr>
<tr>
<td>Email</td>
<td>Public</td>
<td>○</td>
<td>○</td>
<td>○</td>
</tr>
<tr>
<td>Language</td>
<td>Public</td>
<td>○</td>
<td>○</td>
<td>○</td>
</tr>
<tr>
<td>Timezone</td>
<td>Public</td>
<td>○</td>
<td>○</td>
<td>○</td>
</tr>
</tbody>
</table>
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CopMonkey.Com, on behalf of Photo4Friend's Authorizing User, is trying to get the following claims:

<table>
<thead>
<tr>
<th>Claims</th>
<th>Type</th>
<th>Provider</th>
<th>Privacy Impact</th>
</tr>
</thead>
<tbody>
<tr>
<td>eMail Account</td>
<td>Public</td>
<td>Google.com</td>
<td>Low</td>
</tr>
</tbody>
</table>
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